
Das Customer Order Portal bietet Ihnen eine Plattform um zentral 

eine konsolidierte Verwaltung der Firewall Regeln durchzuführen.

Auf Basis der Topologie, Risiken, Zonen und kundenindividuellen 

Approvals werden die Aufträge aufbereitet und automatisiert 

umgesetzt oder für die manuelle Umsetzung an die zuständigen 

Partner verteilt. Automatisierte Changes werden mit Hilfe von 

Micro Services, die für die APIs der einzelnen Produkte entwickelt 

wurden, abgewickelt.

 

Customer Order 
Portal - FWaaS
Transparente, einfache und 
optimierte Firewall Regelverwaltung.

Customer Challenges:

 Kontinuierliche Anpassung von Firewall Regeln

 Stakeholder Approval Management

 Revisionssichere Dokumentationen der Firewall Regeln / 

Kommunikationsverbindungen

 Aufwändige Risikobewertung und technische Verifizierung 

der Aufträge

Eine zentrale Plattform für das Managen von Firewall Regeln 

im gesamten Unternehmen unabhängig von Firewall 

Produkten. 

«one portal to rule them all»

Customer Benefit:

 Automatisierte Beauftragungsvalidierung (z.B. Topologie)

 Security Risk- / Compliance- Policies

 Applikationsvisualisierung 

 Approval, Risikobasierte & Kundenindividuelle Workflows

 Automatisierte Umsetzung und manuelle Beauftragung

Use Case:

USP:
 Zentrale Steuerung

 Hersteller unabhängig

 Minimierung von Arbeitsaufwänden
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«we automate your
 environment»



Lösungsangebot für Customer Order Portal - FWaaS

«we manage your risk & rules»

Portalausprägung/Feature Set
• SILVER

• GOLD

• PLATINUM

Was ist inbegriffen?

Welcher Supportwird  
angeboten?

Wie viel kostetes?

Kunden mit umständlichen Freischaltungsprozessen und suboptimaler 
Transparenz aufgrund komplexer Beauftragungsdokumentation.

Self-Service Portal mit Topologieberechnung, Risikobewertung, 
Approval Workflows und Automatisierung

• Service: Montag – Sonntag,24/7
• Support: 5x8h / 7x24h
• Reaktionszeit ab: 30 Minuten

Wann zu verwenden?

Kontakt
Web: 
https://business.telekom.com/ch/security
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Customer Order Portal – FWaaS?- Die 
beste Lösung für höchsten und 
umfassenden Schutz!

Der herstellerunabhängige Security Risk Approval 
Workflow und die Verteilung der Aufträge auf 
Multi-Provider Umgebungen für ein übergreifendes 
Regelmanagement inklusive automatisierter
Umsetzung. 

– You will miss it when you loose it!

Zusätzliche Optionen
• Additional firewalls

• LDAP-Integration

• User-Sync

• Application -Sync from CMDB

• Customer specific feature 
development

https://business.telekom.com/ch/security
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